County Emergency Data Recovery Plan

County Emergency Department Recovery Plan

Items: 

Data Storage (2 places)  County web site

Software storage

Hardware Repl;acement

Threats:

Flood

Fire

Terrorism

Other issues:

Periodic Inspections

Disaster drills

Chuck will wait for Noreen’s Plan

Cjhuck will make an outline of DCEMA’s plan for Winn

County Emergency Data Recovery Plan

Purpose: To safeguard County Electronic Data from the following threats::

Flood

Fire

Terrorism

Departments: 


County Manager


Treasurer


Office of the Parking Clerk


Rodent Control Officer


Emergency Management


Recreation Department

General

Data recovery from the above threats implies that the data has been saved off-site in a secure location. It also implies that a regular established schedule of back-up is accomplished on a routine basis as part of the regular work flow process. Data can be saved on a fixed medium such as a removable hard disk, 

CD Rom, Flash Memory, etc., and then physically transported to a safe storage unit.  Data can also be saved by sending it electronically to another site via File Transfer Protocol (FTP) of other electronic transmittal process.  Both methods present challenges in the areas of security, transportation, storage, and retrieval.

Specific:  


The current state of readiness

County Manager

Treasuer

Office of the Parking Clerk

Rodent Control Officer

Emergency Management Department


The Emergency Management Department saves their data on a secure server at AIT Domains  in South Carolina.  Back-up is performed on a hap-hazard schedule, dictated by perceived threats of a Natural Disaster and by the ”when I have time and the when I think of it” method.  Some data is saved on 512 mb Flash Memory stick, usually for temporary uses.

Recreation Department
County Emergency Software Protection Plan

Purpose: To protect County Softwre Programs from the following threats::

Flood

Fire

Terrorism

Departments: 


County Manager


Treasurer


Office of the Parking Clerk


Rodent Control Officer


Emergency Management


Recreation Department

General

Software Protection from the above threats implies that the data has been saved off-site in a secure location. It also implies that a regular established schedule of back-up is accomplished on a routine basis as part of the regular work flow process. Data can be saved on a fixed medium such as a removable hard disk, 

CD Rom, Flash Memory, etc., and then physically transported to a safe storage unit.  Data can also be saved by sending it electronically to another site via File Transfer Protocol (FTP) of other electronic transmittal process.  Both methods present challenges in the areas of security, transportation, storage, and retrieval.

Specific:  


The current state of readiness

County Manager

Treasuer

Office of the Parking Clerk

Rodent Control Officer

Emergency Management Department


The Emergency Management Department has no plan for protecting it’s software.

Recreation Department
County Emergency Department Recovery Plan

County Emergency Department Recovery Plan

Purpose: To provide directions for County Departments to recover from the following threats::

Flood

Fire

Terrorism

Departments: 


County Manager


Treasurer


Office of the Parking Clerk


Rodent Control Officer


Emergency Management


Recreation Department

General

Software Protection from the above threats implies that the data has been saved off-site in a secure location. It also implies that a regular established schedule of back-up is accomplished on a routine basis as part of the regular work flow process. Data can be saved on a fixed medium such as a removable hard disk, 

CD Rom, Flash Memory, etc., and then physically transported to a safe storage unit.  Data can also be saved by sending it electronically to another site via File Transfer Protocol (FTP) of other electronic transmittal process.  Both methods present challenges in the areas of security, transportation, storage, and retrieval.

This Plan provides instructions for specific County Departments to recover from an event(s) wherin the physical plant where day to day actions are performed is destroyed or where the ability of the County departments to perform their normal day to day operations is curtailed by such things as long term power outages, Communications blackout, or other physical incidents.

Specific:  


The current state of readiness

County Manager

Treasuer

Office of the Parking Clerk

Rodent Control Officer

Emergency Management Department


The Emergency Management Department has no plan for protecting it’s software.

Recreation Department

